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1. Einschränkungen

Der Vortrag und der hieraus abgeleitete Artikel

berücksichtigt 

a. – ausschliesslich Internetbachrichtenmeldungen aus dem Jahr 2004

b. – die Eingrenzung aufgrund der Materialfülle wurden auf den  biometrischen Bereich und deren Verfahren vorgenommen.

c. die Auflistung erhebt keinen Anspruch auf Vollständigkeit, es soll allein ein representativer Überblick einer weltweiten Entwicklung gegeben werden.
2. Politik:-Massnahmen und Marketing ein Überblick des Jahres 2004
A friend of mine wrote me: (emphasis in black added by me, like everywhere in the article”)

„After being The campainer against the Biometric digital ID Card in New Zealand and therefore have more than first hand knowledge of the campain, is that exactly the same issues being raised by government authorised orgs, against the systems in EU were promoted as the opposition issues here in New Zealand. Funny but they are worded in exactly the same way. I have copies of them from here ... SAME WORDING !!!... 
Is population control that easy??? ... I can tell you it is ... and it's called witchcraft.”

The Guardian writes:

„There is little hard evidence of the card helping in the fight against crime, illegal immigration and fraud. Furthermore, many countries report that it has become associated with police abuses and repression of minority groups. There is also growing concern about the increasing sophistication of the cards, as governments update what was once a simple paper document into an electronic collection of personal information and biometric data - eye and fingerprint scans... Campaigners say it may eventually become an all-in-one ID card, passport, national insurance card, bank card and driver's licence...The historical associations of compulsory ID systems also trigger unease. In the Netherlands, where a new type of ID card was introduced in 2001, the issue revived memories of the German occupation - the first time the Dutch were obliged to carry proof of their identity. The occupying Germans used the cards to identify Jews - many of whom were later killed in concentration camps... The ID card of the future could replace the traditional passport and driving licence and serve as a cash card for tax payments. It will contain chips containing personal and biometric information such as scans of fingerprints or irises.”from: http://www.guardian.co.uk/print/0%2C3858%2C4798041-103681%2C00.html
„UK: Prime Minister says there is "no longer a civil liberties objection" to ID cards

The BBC reports that at his monthly press conference the Prime Minister, Tony Blair, said that identity cards will be introduced "more quickly than even we anticipated", He said that the government had won over those who opposed the controversial measure for civil liberties reasons. His view is that only practical issues and logistics were the only things standing in the way of bringing in ID cards. He is quoted as saying that: "There is no longer a civil liberties objection to that in the vast majority of quarters...We need to make sure that in the light of fresh information and operations such as the one we have just seen that we are keeping our law up to date with the reality on the ground," he said. "I think that the whole issue of identity cards, which a few years ago were not on anyone's agenda, are very much on the political agenda here - probably more quickly even than we anticipated."
http://news.bbc.co.uk/1/hi/uk_politics/3590795.stm
Tony Bunyan, Statewatch editor, comments:
"It is not for the Prime Minister to tell us that "there is no longer a civil liberties objection" to ID cards, that is for the people to decide when they know the full facts.

The consultation process on ID cards ignored thousands of objections and the promised Bill has yet to be published. What we do know is that the government is intending to introduce compulsory biometric passports (with 5 million people every year having to present themselves at "enrolment centres") and biometric driving licences, both to be renewed every 5 or 10 years. There is to be for the first time a national population database and a NHS database with everyone's personal medical records on a central database run by BT. And the Childrens' Bill will create a database of all children and parents.

We also know that under EU plans there is to be the surveillance of all travel by air inside the UK and outside and that there is to be the mandatory retention of all communications data (records of phone-calls, e-mails, faxes, mobile calls and internet use).

But we know too that the only protection against the misuse and abuse of this mountain of personal data is the Data Protection Act which quite simply does not work because it lacks resources and real powers of enforcement - even the European Commission's belated review admits this.

The Prime Minister may be right that people think this is all necessary in the "war on terrorism", the battle against organised crime and to stop "illegal" immigration - fears played on daily by the government. But on the other hand he may be wrong. People may decide, when they put all the pieces together, that if democracy is worth defending against these "threats" that privacy and civil liberties are the defining features of that democracy"

source: http://www.statewatch.org

Again the frined from NZ says: „The following statement is an out and out lie "I think the whole issue of identity cards, "which a few years ago were not on anyone's agenda,"" are very much on the political agenda here. Probably more quickly even than we anticipated. I think we will need to readjust our terrorism laws still further."  
Fact: The Biometric ID Card has been on the world government agenda for at least the last 5 years. I personally was surprised to receive an email from a police high in the force who was doing research on the impact that the Boimetric ID Card system was having in New Zealand. He had been informed by Maurice Williamson that the New Driver Licences were saving lives already .... 3 months before the first card was issued here.  David Blunkett, the Home Secretary, is known to favour compulsory ID cards but other cabinet colleagues have deep reservations. Last Sunday, Patricia Hewitt, the Secretary of State for Trade and Industry, said compulsory ID cards were "many, many years away". 
 Government expects that 80 per cent of the adult population would have an ID card by 2013 
Note: 2013 .... yesterday it was 2015 ... see how fast years go by? 
Now look at Blairs comment again.  Quote "Probably more quickly even than we anticipated."

„A ninth man was arrested in connection with a suspected al-Qa'ida bomb plot in the UK, and the father of the alleged ringleader was detained in Saudi Arabia yesterday. 
The developments came as Tony Blair indicated that identity cards were more likely to be introduced in Britain as a result of the Madrid bombings and the arrests of terrorist suspects in and around London. 
On Tuesday, MI5 and the police made a series of arrests and seized a large amount of explosive material (Garden Fertiliser) which they say has foiled a plot by Islamic extremists for an attack in Britain. 

In his monthly press conference at Downing Street, the Prime Minister hinted that new anti-terrorism laws would be needed to counter a raised threat of attack. 
He told reporters: "I think the whole issue of identity cards, which a few years ago were not on anyone's agenda, are very much on the political agenda here. Probably more quickly even than we anticipated. I think we will need to readjust our terrorism laws still further." 
Practicalities were the only thing standing in the way of the introduction of the cards, Mr Blair said, although the issue has split the Cabinet and is strongly contested by civil liberty groups. 
The Prime Minister claimed that the Government had won over those who opposed the controversial move for civil liberties reasons. "I think there is no longer a civil liberties objection to that in the vast majority of quarters. There is a series of logistical questions, of practical questions that need to be resolved. But, in my judgement, now logistics is the only time-delay in it. Otherwise I think it needs to move forward." 

Barry Hugill, spokesman for Liberty, said: "It is colossal arrogance on Tony Blair's part to say there are no civil liberty objections to ID cards; there are. There are so many objections. 
"The complex one is that the Government has singularly failed to show in what way an ID card will help combat crime, terrorism, or [illegal] immigration. There is no reason for us to believe that terrorists will not have ID cards, or manage to obtain forged ones." 

David Blunkett, the Home Secretary, is known to favour compulsory ID cards but other cabinet colleagues have deep reservations. Last Sunday, Patricia Hewitt, the Secretary of State for Trade and Industry, said compulsory ID cards were "many, many years away". 
The Government is preparing to publish a draft identity card Bill that will outline the introduction of voluntary ID cards. The Government expects that 80 per cent of the adult population would have an ID card by 2013 and that a card would become compulsory after a decision by the Cabinet and a vote in Parliament

But Mr Blair's comments suggest pressure is growing for faster action. 
Mr Blair welcomed the Muslim Council of Britain's call for the Islamic community to help the fight against terrorism and their condemnation of fanatics. He told the press conference: "We have to challenge these people and take on their ideology, their rhetoric, their extremism, their fanaticism and we have to defeat 
it." http://news.scotsman.com/latest.cfm?id=2844122
„Big News Network.com     Wednesday 9th June, 2004  


German Interior Minister Otto Schily said the European Union should add biometric identifiers to passports as soon as possible.

Schily told reporters before a June 8 meeting in Luxembourg with other European interior ministers he will press for chips containing at last two biometric measures- - such as iris scan data, electronic fingerprints or electronic pictures -- to be included in all European passports as soon as possible, the German newspaper Die Welt reports...

Schily said an Iris scan system being will probably not be applied to all German passports in the near future, since the technology involved remains expensive. He added, however, installing memory chips will make it easy to add iris scan information later.”

 http://feeds.bignewsnetwork.com/?sid=ac8cb14675463198
„The EU’s anti-terrorism coordinator, Gijs de Vries, had criticized laggards, notably Germany, Italy and Greece, on Monday for failing to adopt a series of measures, such as a pan-European arrest warrant, the freezing of accounts of suspected terrorists and organized criminals, the creation of joint investigating teams and the introduction of so-called biometric identifiers (fingerprints, iris scans) on passports. The criticism was repeated in a report presented at yesterday’s Council.” http://www.ekathimerini.com/4dcgi/_w_articles_politics_100006_09/06/2004_43725
„In a bid to step up the pressure, ministers were presented with a list naming and shaming member states which had failed to implement measures. Greece and Italy were singled out for those particular criticisms....” 
http://www.euractiv.com/cgi-bin/cgint.exe?204&OIDN=1507822&-tt=sd
Warning here. UK Home Secretary David Blunkett is playing the same game Maurice Williamson played in New Zealand with the same ID Card issue. In NZ Williamson said the same thing  allowing the illusion of a probable exemption for and on religous grounds. 
When the Bill went through parliament the "Regulations" behind the bill removed this exemption. 
This all too late for those expecting to use the exemption, however look closer and see at how evil David Blunkett is being. 

Note first that David Blunkett is still lying as he continues to refer to the card as having a photograph, and the bill no doubt will say photograph but the regulations will say "Digital Image". So in reallity Blunkett is telling the truth that muslim women exempt from ID card photos because they will have to give "Digital Image".  Now look at this exemption ... which allows "an exemption for certain people, who would „only have to:”
„Thousands of Muslim women will be exempted from having to show their faces on identity cards as the Govermnent moves to, allay fears among British Muslims that the new cards will be used to target them in the'war on terror'. 

As David Blunkett, the Home Secretary, faced attack for not allowing enough debate over the introduction of the first ID cards in Britain since the Second World War, officials made it clear that if Muslim women do not want to reveal their faces in public, that would be respected. 

Instead of a photograph, there would be an exemption for certain people, who would only have to give fingerprint and iris-recognition data. „

The article will be followed by quotes showing the arguments governments try to find to „sell” the card with biometric features:
„Tue 27 Apr 2004 2:47am (UK) Id Cards 'Will Protect Youngsters from Paedophiles' 
By James Lyons, Political Correspondent, PA News 
Identity cards will help keep youngsters safe from perverts, Education Secretary Charles Clarke claimed today.Cards containing personal information like fingerprints would make it more difficult to side-step checks, said Mr Clarke...
“I am very much in favour of identity cards not only because of the broad benefits to the UK such as tackling illegal working, preventing identity fraud and theft but because of the significant benefits that I believe that ID cards would bring the work of my department and its agencies,” he said. People who refuse to register will not be jailed but face a fine of up to £2,500 under the Home Secretary’s plans. Mr Blunkett said did not want to give opponents the opportunity to become “martyrs”. The draft Identity Cards Bill allows the creation of a National Identity Register of up to 60 million UK residents.This will be linked to “biometric” cards carrying features including facial recognition, iris images and fingerprints.
This biometric technology will be incorporated into existing identification documents, such as passports and driving licences. The first documents with facial recognition are due in 2005, and fingerprint details are expected to be added from 2007.People who do not need passports or driving licences will be able to apply for a “plain” ID card.
Funding the introduction of the scheme will come from hikes in the cost of passports and driving licences.A combined passport/ID card will cost an estimated £77, a combined driving licence/ID card £73 and a “plain” card around £35. There will be concessions for the elderly and poor, with all 16-year-olds issued with their first card free of charge.
Initially, the cards will be voluntary but they are expected to be made compulsory around 2013, by which time 80% of adults should already be carrying biometric ID.
Any switch to a universal card would by made by an Order, subject to the approval of both Houses of Parliament, but new primary legislation would not be required.
New criminal offences for the possession of false identity documents will be created, with a maximum sentence of 10 years jail.If they are made compulsory, cards will have to be produced to access a range of public services, including non-emergency treatment on the NHS and benefits., From: http://www.thesun.co.uk/article/0,,2-2004191666,00.html
"Because of the new security requirement we have to think outside of the box to see how we can actually implement the program as well as process people in a timely manner and in the most pleasant way we can," said Marsha Wienert, the state's tourism liaison. „The state is developing an amenities plan that includes restroom facilities and lounge seating.”
http://pacific.bizjournals.com/pacific/stories/2004/06/14/story2.html?page=1
3. Newsroom worldwide:

China: „IT'S ALL ON THE CARDS IN CHINA.
SEVEN year old Zhoa Xiran displays his new Hi-tech ID Card after it was presented to him in a cerenomy on Sunday. Zhoa was the first person in Beijing to receive one of the new cards,

which has an enbedded chip containing name, date of birth, sex, ethnic group.China began issuing cards this year and plans to distribute to it's entire 1.3 billion population.”

Australia: „25 may 04 federal government plans to revive the ill-fated Australia Card
Concept if it wins the election, The Bulletin reported today” Mr Solomon told the magazine the national identity card, to be introduced in stages over the next few years, was supported by the ministers who felt the public was ready to accept the idea. The card would bring together all personal details including driver's licence details, police data, social security history, tax file number, medical history and superannuation details on a central database, he

said.The concept was first floated by the Hawke government in the 1980s but

was rejected by many who felt it would invade privacy. Mr Solomon said the civil liberty concerns about the card had largely dissipated following the September 11 attacks.”

India: „Your passport'll need your angutha chaap
TIMES NEWS NETWORK, TUESDAY, JUNE 08, 2004 12:19:06 AM 
PUNE: From next year, Indians will be issued biometric passports, with features like thumb and eyelid impressions. The Ministry of External Affairs (MEA) is also evaluating the possibility of introducing biometric visas.
“We want to make things difficult for forgers, and issuing biometric passports is one way to do so,” JC Sharma, secretary, PCD and NRI, MEA, said here on Monday. He added that India, being a member of the International Civil Aviation Organisation (ICAO), is also planning to follow other countries and introduce biometric visas.”http://www.itar-tass.com/eng/level2.html?NewsID=1265769&PageNum=0
Russia: „20.09.2004, 16.22, MOSCOW, September 20 (Itar-Tass) - Russian President Vladimir Putin has signed an order to the set up an interdepartmental working group to prepare the introduction of new-generation passport-and-visa documents in Russia, the press service of the Russian head of state reported on Monday...The group has been instructed to develop, before January 1, 2006, a regulatory and legal framework for the implementation of a state-run system of manufacture, filling out and control of the new-generation passport-and-visa documents that will include biometrical information....It has been also ordered to create the financial-economic terms for the development and introduction of technologies that would meet world standards, as well as for unification of requirements to individual passport-visa identification documents.”

„Oct 11 2004 12:27PM Lukin wants biometric information on passports, MOSCOW. Human Rights Ombudsman Vladimir Lukin supports a proposal to add biometric information to passports. "To my mind, the addition of biometric information to identification documents will help to fight such dangerous crimes as terrorism, hostage-taking and human trafficking," said a statement issued by Lukin. "The addition of biometric information to passports of Russian citizens is nothing more than the registration of inborn individual characteristics," Lukin said in answer to letters from Russian citizens who object to the plans. 
http://www.interfax.ru/e/B/0/28.html?id_issue=10710152
USA: „Ridge Hails U.S.-European Anti-Terror Work" PARIS (Reuters) - The United States and Europe work well together in the fight against terrorism despite having big differences on other issues such as Iraq, U.S. Homeland Security Secretary Tom Ridge said in remarks published Tuesday."Cooperation with the Europeans on the essential, that is to say the fight against terrorism, is very good," Ridge told Le Monde newspaper in an interview.
Information exchanges, including efforts to identify terrorist suspects, were excellent with Italy, Britain and Germany, he said."We have done a good many things together and we need to do more, even if sometimes our points of view are irreconcilable...He said the two sides of the Atlantic were working well on efforts to introduce biometric identity documents, 
which use physical features such as the iris, fingerprints or facial features, to authenticate the user of identity documents."
www.reuters.com/newsArticle.jhtml?type=topNews&storyID=6279488

Singapure: „These days state-of-the-art biometric security systems are everywhere. 
First it was iris scanners at the Causeway; now even condominiums and offices here are installing security checks that rely on fingerprint and facial recognition. It is not a high-security government office but a condominium -- The Light at Cairnhill has installed a three-tier state-of-the-art biometric security system. For residents here, their humble fingerprint is the vital key to access around the condominium -- from the gym, to the lift lobby, and straight to their doorstep. Jacquelyn Wong of Wing Tai Property Management said, "They don't have to carry keys or be worried about keys. If you want to swim and work out in the gym, you don't have to carry keys because the keys are at your fingertips. "There is no need to worry about the keys being duplicated, or even being locked out of your apartment." But this is just the tip of biometric security systems. The next big thing, say some experts, is the three-dimensional facial recognition system. It is an improvement on the earlier two-dimensional models, which had a high rejection rate and was too light sensitive. Already, a government-linked company and another multi-national in Singapore have signed up to install the system at their offices. But just how secure is it? First, a person would have to enrolled and registered by the computer system. Then his or her facial structure and features would be matched and recognised by the system before giving the person the green light to enter the premises. But that is not all -- future biometric scanners may check both your face and fingerprint. 
"I think it will be a combination of several mature biometric technologies," saidChristopher Bian, managing director of IDLink Systems. "An example would include a combination of face and fingerprint technologies -- what we call fused biometrics -- where a person is identified not purely by one technology. You'll see these coming together in the years to come." The latest breakthroughs in biometrics.
„Asean Heading For Biometric Passports Implementation 
By M K Anwar Bandar Seri Begawan - Several Asean countries have made progress towards implementing biometric passports and now have to wait for a report from the international Civil Association Organisation (ICAO) before embarking on the project.” http://www.brudirect.com/DailyInfo/News/Archive/Oct04/131004/nite04.htm
„Kiwis to get biometric passports from July next year  04 October 2004 http://www.stuff.co.nz/stuff/0,2106,3052942a28,00.html
„Biometric passports expected in New Zealand and 187 other countries
Face recognition primary technology; iris, fingerprint scans in reserve Biometrically-enabled passports are scheduled to become part of our travelling experience soon, with the final draft of the internationally interoperable biometric standard to be issued next month. This opens the way for a digitally encoded chip in a passport to be used in any of the 188 nations that are members of the International Civil Aviation Organisation (ICAO), which has been coordinating the standard.... Accuracy of biometrics stil leaves something to be desired, says David Philp of the New Zealand passport office. “We’re not quite there yet — there are problems relating to recognising the faces of babies and others with small heads. But recognition rates are high, and the biometric is only one tool in the border officers’ armoury," he sats. Other checks can be called into play if the biometrics give uncertain readings. Full implementation of “e-passports” is scheduled for 2007.”
http://computerworld.co.nz/news.nsf/0/63D73C3585CB61D0CC256F2A001CBD30?OpenDocument&pub=Computerworld
„G5 agree on biometric passportsCorrespondents in Florence OCTOBER 19, 2004

INTERIOR ministers from the five largest western European states have broadly agreed to introduce biometric identifiers into passports to make them more difficult to forge.
The ministers, meeting here since Sunday, also agreed to pool ininformation intelligence to create and update a common watch-list, sources close to the talks said yesterday. The five ministers agreed in principle on the idea at their last informal summit, in Sheffield, England, last July. However, the sources said this is the first time they and their respective police and intelligence agencies have agreed to implement the information exchange on a systematic basis. Italian interior ministry officials said there was also broad agreement on the introduction of digital fingerprinting and face recognition biometrics for all European Union passports to make them more difficult to forge. They said the measure would be in force "before the end of 2006", though it must be formally approved at a future EU summit. Broad agreement on the measures aleady exists across the 25-member bloc, they said. Italian Interior Minister Giuseppe Pisanu is hosting his counterparts David Blunkett of Britain, Otto Schily of Germany, Dominique de Villepin of France and Jose Antonio Alonso of Spain at the talks. The ministers were to hold a press conference at the end of their talks on Monday...Human rights organisations have likened the idea to creating "concentration camps" in the desert. Germany's minister Otto Schily hit out at that suggestion yesterday”

"Blair: Britain advancing on biometric ID Government presses ahead despite critics’ complaintsThe Associated PressUpdated: 10:13 p.m. ET Oct. 25, 2004
LONDON - Prime Minister Tony Blair announced plans Monday to introduce high-tech biometric identity cards, saying they could be a significant means of fighting terrorism.
...Civil rights advocates say the cards will infringe on personal liberty. Other critics say the plan is expensive and question its efficacy.But Blair said ID cards bearing biometric data like electronic fingerprints or iris scans “have an important role to play in fighting serious crime and terrorism and tackling illegal immigration.”“We will legislate as soon as parliamentary time is available and I believe that security must be our legislative priority,” the prime minister said at his monthly news conference.“I am confident we can successfully develop a secure biometric ID card for the whole country,” he added.Earlier this year the government said it planned to introduce the cards on a voluntary basis in 2007, with a decision on whether to make them compulsory around five years later."
http://msnbc.msn.com/id/6332417/
4. Unternehmen: -Produktion und Marketing
Get ready for biometrics at work  directors across Europe are bracing themselves for the introduction of biometric technology in the office. An Hitachi Data Systems' survey found that 65 per cent expect to see iris scanning and fingerprint recognition systems introduced in the near future. Nearly half, 44 per cent anticipating the technology being implemented within two years, and a very excitable five per cent expect deployment in the next six months.Although 54 per cent expect staff would resist the introduction of technology, the same number felt it would be an acceptable security measure. However, just over a quarter said they were concerned that the technology could be abused.Since many companies and buildings already have swipe card entry systems, the introduction of a biometrics based system is almost a moot question. After all, the privacy implications are not much different.Whether you are associated with a number or a fingerprint, your movements are still recorded each time you go through a door. (We are assuming - dangerous, yes - that IT managers would also deploy robust encryption to protect the biometric data.)” The majority of companies are considering the introduction of biometric technology to increase workplace security, according to a new independent survey commissioned as part of the Hitachi Data Systems Storage Index. The survey finds that 55 percent of firms say they are currently considering the introduction of iris scanning and fingerprint recognition systems. This comes amid growing adoption of biometric technology by border control and public sector organisations. The survey reveals that more than two-thirds of companies (68 percent) believe that the use of biometrics in office buildings is a justified security measure, while just 39 percent anticipate staff or customer resistance to the technology. Likewise, relatively few respondents (37 percent) thought that 'Big Brother' style abuse of biometric information was likely – either by companies or government agencies. 
'It seems that attitudes towards biometrics are rapidly improving as the technology becomes more common and people recognise the growing security benefits,' says John Bentley, Sales Director, Hitachi Data Systems Middle East. 'Of course, companies will still need to comply with various privacy and data protection regulations that govern how long personal information can be stored and what it can be used for – which presents a further IT challenge for many.' However, the survey also finds that fewer than one in five biometric technology deployments are expected to be ready for use within the next 12 months. Concerns over possible technical malfunctions and data security breeches suggest that most deployments will be delayed while new IT systems are developed to protect against such risks. Around half of those polled (51 percent) cited the risk of crimes such as electronic ID theft as a cause of concern for organisations using and storing biometric information. A similar number, 47 percent, felt that technical malfunctions, such as staff being accidentally locked out of buildings, could be a potential problem area. 
'One of the biggest hurdles to faster adoption of biometrics is ensuring that biometric data is stored securely and efficiently, whilst also ensuring that the system can carry on functioning properly in the event of any part of the IT network going down. This requires companies to put in place effective business continuity processes and to invest in technologies like remote replication and data backup, automated data management and data encryption', explains John Bentley. Hitachi Data Systems' study also found that the use of biometrics is widely supported for a wide range of government and financial applications. In particular, 80 percent or respondents agreed that it was justified for border control and government building security, respectively, whilst 89 percent said it was warranted within the security services. Almost as many backed the use of biometrics for credit card validation (74 percent) and ID cards, including driving licences and proof-of-age cards (70 percent). The least supported application of the technology was in administering welfare payments, with 53 percent in favour and 40 percent against. In addition we show some news from the company side:

„NASA Launches Access System,  Aug. 5, 2004—NASA, the U.S. government’s space agency, will run a trial of a new access control system that could see 100,000 NASA employees and contractors using RFID to verify access to a number of NASA sites before the end of next year.” http://www.rfidjournal.com/article/articleview/1074/1/1/
„Thursday, August 5, 2004 BERLIN The German government extended a pilot project Wednesday that Uses iris-recognition technology to allow some travelers to pass through

Automated passport controls.” http://www.bnp.org.uk/news/2004_july/news_july25.htm
„TSA starts biometric pilot BY Sarita Chourey Published on Sep 3, 2004  
A pilot program to expedite passenger screening and beef up airline security has come to Ronald Reagan Washington National Airport, following earlier launches at four other airports. Tansportation Security Administration officials announced today the launch of their Registered Traveler pilot program, which aims to enroll 10,000 frequent air travelers by obtaining their digital fingerprints and scanning their irises.” 
”DHS Secretary Tom Ridge hailed the use of biometrics in programs such as Registered Traveler as "the 21st century way to verify ID." Program volunteers approach a designated checkpoint lane with a kiosk, undergo biometric scanning for entry into a database and proceed to another checkpoint for screening. 
Speeding up the process of checking in and boarding planes by reducing "very discrete pieces of time" associated with each traveler is one way that DHS officials hope the program will streamline airport operations, according to Ridge. 
Ridge said that the program received $10 million last year and that the fiscal 2005 budget includes a measure for $15 million. He said that officials are exploring the potential of making Registered Traveler a shared cost program if it is to go nationwide. 
There are signs that some travelers, faced with a trade-off between convenience and personal privacy, may choose to share more information with the government if allowed to skip secondary airport screening. Volunteers currently provide TSA with their name, address, phone number, birth date and biometric identifiers. Ridge said that some business travelers have indicated that they would pay a fee to enroll in an expedited screening process and would even volunteer additional personal information. 
The data is stored in a secure, encrypted format in TSA's Office of National Risk Assessment, headed by its new director, Justin Oberman, said TSA Administrator David Stone. The data entered will be periodically rechecked, according to Ridge, adding that as it is now, the data is not failsafe.” http://www.fcw.com/fcw/articles/2004/0830/web-rtr-09-03-04.asp
„Fingerprint recognition a first in biometric field for Microsoft
Microsoft is announcing today its first hardware products to use fingerprint recognition, a technology that has made inroads in the office environment but is barely existent for home users.Three new company products will use fingerprint readers to log on a user to a computer and store passwords used at Web sites. They were developed by Microsoft's hardware group, a small team in Redmond that focuses on mice and keyboards, not software. 

The products are a sign of the Microsoft's hardware group's evolution. Years ago, computer hardware meant mice and keyboards in shades of beige, dark beige and light beige, said Tom Gibbons, general manager of the group...."This just releases a lot of the mental load," said Abid Saifee, a product manager for the keyboard lines. Two of the products — a standalone fingerprint reader and a keyboard with a reader — are expected to go on sale in mid-October. A wireless mouse with a fingerprint reader has been delayed until early next year.... "Once you've done that, you still have to type in all those passwords all over the place," he said. "This is a way to easily manage them." http://seattletimes.nwsource.com/html/businesstechnology/2002029422_microsoft09.html
„Microsoft mice get biometric Sept. 14. 2004 Microsoft Corp. has made fingerprint biometric technology an integral part of its keyboard and mouse peripherals with new products that mark the company's first foray into biometric devices. In their announcement last week, Microsoft officials introduced new versions of Optical Desktop keyboard and Wireless IntelliMouse Explorer with fingerprint readers built in. They also introduced a stand-alone reader that attaches separately to a PC. The Optical Desktop retails for $109 and the Wireless IntelliMouse Explorer goes for $84.95. The stand-alone fingerprint reader is priced at $54.95. The lack of easily accessed desktop fingerprint readers has been one of the main reasons cited by officials at biometrics companies for why the technology has not caught on faster in the general security and authentication markets. However, earlier this year, Microsoft's chairman and chief software architect, Bill Gates, said biometrics is one of the keys to providing a "more transparent, secure and manageable security on a mass scale." The company has already committed to integrating support for biometrics into the Windows operating system, and Gates urged industry to work hard to reduce the costs of biometrics and other security technologies such as smart cards.” http://www.fcw.com/fcw/articles/2004/0913/web-msft-09-14-04.asp

 "Of Mice and Biometrics, The premise is, users put their finger on a pad and the keyboard takes care of the rest. ...Microsoft's consumer-friendly push could kick-start demand for more biometrics... Installation is a snap as long as you have Windows XP, which comes with built-in drivers for the infrared porthole....Overall, the keyboarding experience was soft and springy, like typing on angel food cake. 
Apart from its confection-like comfort, it isn't much different in layout and feel from other Microsoft keyboards...The accompanying wireless mouse's major novelty is a scroll wheel that pivots in four directions, finally rendering on-screen navigation bars as useless as they are annoying. It accommodates most hands perfectly with its sexy contour and special places for errant thumbs and pinkies. It won me over with its refusal to cause sticky, rage-inciting hang-ups, even from 5 feet away....
http://www.wired.com/news/technology/0,1282,64934,00.html?tw=wn_tophead_5
"Secure mobile phones will use fingerprint ID The fingerprint locking system is already in use in Japan Sarah Arnott, Computing 01 Sep 2004 Mobile phones using advanced fingerprint security technology will be on sale in Europe this autumn, paving the way for biometric mobile ecommerce authentication. Only users with their fingerprint registered to a handset will be able to unlock the keypad and make a call. The technology overcomes security concerns about storing an optical fingerprint image on a phone by using a software algorithm to convert specific characteristics of registered prints into a mathematical template. Only the template is stored, not the print itself, and it cannot be converted back into an image. 'First of all the fingerprint system replaces the PIN number - the user just swipes their print and then they get through,' said Shaoyun Cheng, product marketing manager for Fujitsu Microelectronics, which has developed the sensor technology. "The technology is already on the market in Japan and is being used to authenticate ecommerce transactions made from the phone. 'Locks and games are just the first stage. If you are making ecommerce transactions using the mobile phone then the fingerprint sensor will become a lot more useful,' said Cheng. 'Access using a fingerprint gives you entry to a certain security area to make electronic payments,' she said. The phones will use a 'sweep' sensor where the user swipes their finger across a very thin scanner rather than the larger touch sensor system." 
http://www.computing.co.uk/news/1157752 

"Fingerprint Reader relieves password drudgery"
http://www.suntimes.com/output/tech/cst-fin-emain14.html

”Your fingerprints serve as a shortcut....simple to use....simply tap on the reader to fill it in automatically. In about three seconds, ....” http://www.theregister.co.uk/2004/09/28/biometrics_survey/
”U.K. to Put Biometric Readers in all Hospitals, Blears Says Sept. 29 (Bloomberg) -- The U.K. will install biometric-reading technology in every hospital and doctor's surgery as part of its identity card project, Home Office minister Hazel Blears said. ``We also want to make sure that only the people who're entitled to use our public services like the National Health Service, making sure that people who contribute to it can use it and those who don't, can't,'' Blears told Bloomberg TV. ``So, where it is necessary, then we will have to have the technology in place to read the cards.'' ...The government estimates the ID card project, which will require a database containing biometric data for all 59 million people in the U.K., will cost between 1.3 billion pounds ($2.4 billion) and 3.1 billion pounds. It is paying PA Consulting Group, a U.K. management consultant, to advise on the plan. The U.K.'s tax-funded National Health Service, Europe's largest employer, offers most treatments at low or no cost. The government proposal addresses concerns that so-called ``health tourists'' will travel from overseas for treatment. ``We're going to start off by building biometrics into the things we've got, building biometrics into passports, into driving licenses,'' Blears said. ``We think that this technology will be there right across the world, so we want to be at the forefront of this. ``We're going to be making a substantial investment from government and we have no doubt that the private sector will also want to take this forward.'' The U.K. announced Sept. 15 plans to issue stun guns made by Taser International Inc. to police across the country, and Blears praised the effectiveness of the weapons in trials. ``Quite often there wasn't a need to fire the Taser,'' she said. ``The very fact that people knew it would be used was sufficient to deter and change their behavior. We've limited it to those officers who're tried to used firearms, and I think that's important. These are serious matters of judgment in pretty serious situations.''

http://quote.bloomberg.com/apps/news?pid=10000102&sid=adIU._FV1Wnw&refer=uk
Esőecially interesting, from the same article:

"Anyone who wanted to use the card to verify identity would need equipment to take biometric readings and also read the cards. Potential users include banks, post offices, government offices, real estate agents and lawyers." Isnt this a definition of public life? "The U.K. announced Sept. 15 plans to issue stun guns made by Taser International Inc. to police across the country, and Blears praised the effectiveness of the weapons in trials. 

``Quite often there wasn't a need to fire the Taser,'' she said. ``The very fact that people knew it would be used was sufficient to deter and change their behavior. We've limited it to those officers who're tried to used firearms, and I think that's important. These are serious matters of judgment in pretty serious situations.''

„Blunkett 'jumps gun' on ID cards (Filed: 13/10/2004) The Home Office is spending hundreds of thousands of pounds recruiting a PR team to sell 
the benefits of compulsory identity cards before legislation for the scheme has been before Parliament.It is advertising for a head of marketing on a salary of up to £66,000 to promote the ID scheme not only to the public but to MPs and public sector groups. Legislation enabling the Government to set up a population database containing the details of every citizen and to begin issuing ID cards in three years is due to be included in the next Queen's Speech.From 2007, all new passports and drivers' licences will double as ID cards. By the time they have been issued to 80 per cent of the country, Parliament will be asked to make the scheme compulsory for all. A programme team has been set up to mastermind the plan, including the testing of the biometric identifiers, such as iris prints, that will be included on the cards.”
http://www.telegraph.co.uk/news/main.jhtml?xml=/news/2004/10/13/nid13.xml&sSheet=/news/2004/10/13/ixhome.html
Biometrics will have the greatest impact on physical and logical access and, secondarily, sometime in the not-too-distant future, perhaps in tactical warfare situations, according to officials from the Department of Defense, whose interviews appear in a new U.S. Department of Defense (DoD) publication.Released last month (August 2004), the 25-page report titled "What DoD Thinks of Biometrics" is based on a survey conducted by DoD Biometrics and the RAND Corporation's Arroyo Center, between January and June 2003, when 54 interviews were conducted across the United States and at U.S. military installations overseas. Highlights of 13 of those interviews are included in the report. "Though obviously not statistically representative of DoD's views on biometrics, the short publication does provide informative, and insightful comments on the technology," says the document’s the introduction.

Coincidentally, the DoD released on its web site at the same time a Biometrics 101 tutorial video, a collaborative effort between the National Defense University at Fort McNair, Washington D.C. and DoD Biometrics. It covers basic biometric concepts, and societal issues associated with biometrics. Interviewees included current and former political appointees, senior executive service and general officers, senior level and mid level DoD employees, representatives from the Federal Bureau of Investigation (FBI), and the National Institute of Standards & Technology (NIST), as well as academic experts. According to the introduction, no names were used "to protect the anonymity of the interviewee, as many interviewees provided their personal opinions regarding biometrics, and were not speaking officially for their offices or organizations." “We are going to have to have biometrics. Biometrics gives you that third level you need with what you have, what you know, and what you are,” said one interviewee, identified only as "a former senior program director at a U.S. military research facility" and who views physical access control as "the most promising use for biometrics. "Currently, 'the man at the gate' who physically inspects photo identification largely fulfills this role. 'Experience tells us that an individual looking at a card is not reliable… We need the technology to do the work for us,' he said. He sees biometrics as being able "to reduce manpower" because it can be used with unmanned systems."Smart gates, which 'let the good guys in,' is one of the best future applications for biometrics." He sees biometrics being used in combination with smart gates and prox cards. “If I tell you 100 feet before I get to the gate that I am coming in, you bring up my record [in the database]." The interviewee said there was a critical need for developing technologies for
smart gates. 

The last news:

„LOS ANGELES, Oct. 4 (Xinhuanet) -- IBM on Monday introduced a biometric notebook computer with an integrated fingerprint reader,which it says can recognize the user of the computer. The new ThinkPad notebook delivers simplified access to password-protected information, web sites, documents and e-mail while offering data protection through its biometric capability and embedded security subsystem, IBM said. 
    "The first biometric ThinkPad combines a fingerprint reader with an Embedded Security Subsystem, providing a layer of security that is built in, not bolted on," said Fran O'Sullivan, general manager, IBM Personal Computing Division. 
    IBM said the fingerprint reader, built into select models of the ThinkPad T42, is located on the wrist rest below the arrow keys. Users can swipe their finger across a small horizontally oriented sensor to log-on to their systems, software applications,web sites, or databases. The scanning process takes only seconds. "This type of fingerprint reader captures more data than a traditional 'picture' capture window because it scans more of the fingertip's surface area, helping to prevent misidentification," IBM said.  IBM said its ThinkPad T42 notebook with a fingerprint reader will be available on October 19 through its website and prices start at 1,699 US dollars. http://news.xinhuanet.com/english/2004-10/05/content_2052925.htm

 Security Market Reacts Enthusiastically to AMAG S813 Fingerprint Biometric + Smart Card Reader http://www.amagaccess.com/About_Node_View.asp?id=148
http://www.intelligenceonline.com/ : Starting from next year, smart cards are going to revolutionize biometric identification. The biggest market will be the United States, which sets the spur to the security sector. [...]  

I found this on the BBC news website at http://news.bbc.co.uk/1/hi/uk_politics/3654621.stm 

They are covering a story about the first trials of the new ID cards... and it has this terrifying quote:


Neil Fisher, from QinetiQ - one of the companies developing the new technology, said the public would want to be able to prove their identity to show they were not a risk. He told the BBC's 10 O'Clock News: "You will want this to be part of your life. "You will want, in what's fast becoming a digital society, to be able to authenticate your identity almost for any transaction that you do, be it going to the bank, going to the shops, going to the airport." There you have it. Out of the mouth of the systems' developers themselves. 



